**通软桌面终端管理系统参数**

| **功能明细** | **功能简介** |
| --- | --- |
| 外设管理 | * 可以设置对客户机USB存储和非存储设备、光驱、软驱、移动存储设备及其他设备如串/并口、红外、蓝牙、磁带、1394设备等的管理状态，允许或是禁止客户机使用上述设备，针对U盘管理，也可以提供报警。
* 可以为U盘设置只读、只写操作权限，并可开启病毒防护机制，既防止终端用户对U盘进行不必要的操作，还可避免U盘成为病毒传播的工具。
 |
| 外联管理 | 可以监控或阻止终端计算机通过拨号、WIFI等方式连接网络，杜绝违规外联行为，减少局域网安全隐患，同时，提供外联管理报表。 |
| 共享资源管理 | 可以管理和审计终端用户的共享行为，防止涉密信息外泄。 |
| 应用程序管理 | 可以设定计算机只允许运行什么程序或禁止运行什么程序，在操作系统驱动层对进程的运行进行监视和控制，当进程在启动过程中，如果发现有不应该运行的进程，则终止其运行。方便地把通用PC塑造成工作专用机，明显提高工作效率。同时，提供应用程序管理报表。 |
| 桌面策略配置 | 可以管理桌面策略的使用，包括控制面板、计算机管理、“我的电脑”属性、“本地连接”属性和组策略，避免用户因为误操作导致的操作系统或应用软件运行不正常。 |
| 上网权限管理 | 通过禁止计算机访问其他计算机相应端口的方式，控制计算机收发邮件、访问网页、FTP等上网权限。并可自定义计算机“只允许”使用的端口或“禁止”使用的端口，进行严格或宽松的端口管理。 |
| IP/MAC地址管理 | 能够绑定IP地址、绑定MAC地址，可有效的杜绝因用户私改终端计算机的IP地址、MAC地址而造成的网络中IP冲突等情况的发生，从而有效保证了网络配置的可靠性。 |
| 绑定计算机名 | 可以监控和管理终端计算机的计算机名信息，避免因员工私自更改计算机名而带来的网络信息混乱和管理不便的问题。 |
| 离线策略 | 可设置计算机在离开局域网后是否仍然执行配置过的策略，可针对不同的需要对计算机进行设置，方便管理。 |
| 资产监控 | 可以监控计算机的软、硬资产变更情况，当发现有资产变更时，可发出报警。同时，提供资产报表。 |
| 软件分发 | 可以远程实现软件（如业务系统）的批量、自动、高效安装和升级，支持台静默自动安装、断点续传、定时分发、分发补课和结果汇总。 |
| 发送消息 | 可以给特定的或全体人员发送即时或定时消息，避免了启动邮件系统的繁琐，还可实现消息窗体的最大化和最前端，保证终端用户第一时间看到所发消息。 |
| 远程运行程序 | 可以以点对多点的方式在众多的计算机上同时运行指定的程序。这一功能可以用来组成不同的实际应用，例如定时集体杀毒等。 |
| 远程协助 | 远程协助为网络的管理、维护与故障诊断提供了全方位的平台。该功能的实现方式为由服务器针对目标终端计算机执行，这与Windows提供的终端服务不同。Windows的终端服务为终端计算机登录服务器，并使用服务器的系统资源。而本系统提供的远程协助为服务器登录终端计算机并对终端计算机进行远程协助。当因管理、维护或故障排除需要时，网络管理员可以通过本功能远程登录终端计算机，当服务器显示终端计算机桌面后，即可以对其进行相应的操作。 |
| 远程监视 | 能够实时看到计算机的屏幕信息和使用情况，但不对其进行鼠标、键盘进行操作，不影响其使用。 |
| 资产清单 | 可以获取终端计算机的软件、硬件资源的安装信息。 |
| 系统资源清单 | 通过查看计算机的系统资源清单可以得到客户机当前所有的进程及相应信息、系统服务信息及CPU、内存等性能情况。 |
| 开机、关机、重启、注销 | 可以远程对计算机实施开启、关闭、重启或注销操作，极大方便了对于计算机的统一管理和操作。 |
| 查看注册表 | 可以远程查询终端计算机的相应注册表键值。 |
| 修改注册表 | 指对一台或多台终端计算机的注册表进行远程修改、添加或删除操作。注册表在Windows系统的配置中起着至关重要的作用。因而远程注册表操作是另一个强大的远程维护功能。但使用该功能必须慎重，以免造成终端计算机系统的损坏。 |
| 修改计算机名 | 可直接对终端计算机的计算机名称进行修改。 |
| 配置网络 | 可以用来为终端计算机进行远程网络配置，快速更改方便实现，摆脱令人厌倦的网络配置繁琐操作。支持单网卡、双网卡、隔离卡和单网卡双IP等多种情况。 |
| 批量配置网络 | 能够对终端的网关、DNS等进行远程配置，可以同时对多台计算机进行统一配置。 |
| IE配置 | 可以设置选择局域网是否使用代理服务器和支持何种协议连接Internet。 |
| 阻断/恢复网络通讯 | 当查明某台计算机出现病毒爆发或人为非法访问、破坏局域网时，网管人员可以立即切断该终端计算机的网络的通信，避免病毒蔓延或恶意攻击及复制等。 |
| 锁定/解锁计算机 | 网管人员在对终端计算机进行管理时，可以根据实际情况进行锁定和解锁计算机操作。 |
| 查看网络共享 | 可以快速查看网络内的所有共享文件夹，并且能够停止指定的共享资源。 |
| 收集终端注册信息 | 通过收集终端注册信息功能，目标计算机可在本机上修改注册信息。 |
| 资产报表 | 提供资产报表，自动搜集计算机硬件资产信息，可查看计算机各类硬件容量、个数等分布情况，报表支持打印、导出、按照多种条件查询等操作。 |
| 外联管理报表 | 提供阻止违规外联排名报表和终端外联分布情况报表。报表支持打印、导出、按照多种条件查询等操作。 |
| 杀毒软件报表 | 提供杀毒软件总体情况、杀毒软件产品分布情况和杀毒软件更新情况报表。报表支持打印、导出、按照多种条件查询等操作。 |
| 客户机信息报表 | 提供操作系统分布情况报表，能够统计客户机中各个版本操作系统的安装分布情况。报表支持打印、导出、按照多种条件查询等操作。 |
| 网站管理报表 | 提供浏览网页次数的客户机排名报表、请求网站访问的排名报表、违规访问网站排名报表以及违规访问网站的客户机排名报表。报表支持打印、导出、按照多种条件查询等操作。 |
| 应用程序管理报表 | 提供违规使用进程类型排名报表、违规使用进程类型的客户机排名报表、违规使用进程排名报表和违规使用进程的客户机排名报表。报表支持打印、导出、按照多种条件查询等操作。 |
| 外设报表 | 提供U盘使用情况分布报表、U盘使用次数排名报表和U盘使用时间分布报表。报表支持打印、导出、按照多种条件查询等操作。 |
| 客户端点数 | 800点 |
| **新增功能** |
| **漏洞补丁管理** | **可以实现监控客户机补丁安装情况及补丁管理。支持安全补丁信息自动更新、客户机补丁漏洞扫描、补丁文件自动下载及分发，对扫描出有补丁漏洞的计算机，可直接阻断其网络通信。同时，提供补丁报表。** |
| **补丁报表** | **提供系统补丁修复概览、系统补丁修复明细、Office补丁修复概览报表、Office补丁修复明细、SQL Server补丁修复概览和SQL Server补丁修复明细和补丁修复情况报表。报表支持打印、导出、按照多种条件查询等操作。** |
| **版本升级** | **系统版本由6.0升级到6.2** |
| **外网部署** | **外网计算机需部署该系统，实现对外网计算机的管理。** |
| **新增控制台** | **原有2个控制台,增加到4个** |
| **时间同步** | **实现自动同步终端计算机时间的功能，可使所有计算机保持时间一致，并与本系统服务端时间相同。** |